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Introduction

This document provides a project overview for (jurisdiction’s) efforts to address and Implement the National Incident Management System (NIMS) and National Response Plan (NRP) priority, as outlined in the Interim National Preparedness Goal.

Background

The National Preparedness Goal has identified seven national priorities to address the most urgent needs and guide national preparedness efforts.  Implementing the NIMS and NRP is one of three overarching priorities.  Overarching priorities contribute to the development of multiple capabilities as described in the Target Capability List.

Homeland Security Presidential Directive (HSPD) 5, Management of Domestic Incidents, mandated the creation of NIMS and the NRP.  The NIMS provides a consistent framework for response elements to work together to manage domestic incidents.  The NRP is an all-discipline response plan that uses the template established by NIMS to provide the structure and mechanisms to coordinate operations for Incidents of National Significance.  By working towards this priority, the state will be better able to “pinpoint capabilities that need improvement and develop and maintain capabilities at levels needed to manage major events using the NRP and NIMS.”

As seen in recent disasters, it is important for all local, tribal, state and federal entities involved in preparedness, prevention, response, and recovery have the capability to work efficiently and effectively together.  Using common lexicon, protocols, and procedures, local jurisdictions and the state will be able to request needed resources to aid in response and recovery operations.  Additionally, compliance with NIMS will be a requirement for (jurisdiction) to receive federal preparedness funding.  Because many of the requirements are specific to local jurisdictions, it is critical that the state provide support and leadership to tribal and local entities to ensure full NIMS implementation and integration.
Vision

All jurisdictions in Grant County will be able to effectively and efficiently respond to an incident in a coordinated manner, adapt response operations to meet an escalating situation, and provide for the seamless integration of resources from all levels of government, private sector, and other organizations.

General

Authorities
a. Emergency Management Act – Act 390 of 1976 and supplements thereto
b. HSPD‑5, Management of Domestic Incidents.

c. (jurisdiction’s resolution)


References
a. Homeland Security Act of 2002.

b. HSPD‑8, National Preparedness.
c. DHS, National Incident Management System, March 1, 2004.

d. DHS, National Response Plan, December, 2004.

e. DHS, Resource Typing Definitions, October 2004.
Definitions

a. Glossary of Key Terms 

b. List of NIMS Acronyms 

Responsibilities
The jurisdiction has identified personnel who will be of importance in the assistance of implementing and making sure the jurisdiction fully adopts all components of NIMS in a timely matter. The following table identifies these people with a contribution and as a point of contact in implementing NIMS.

Local Jurisdictions are responsible for the following:

· Incorporate NIMS into emergency management plans

· Establish Inter-regional Emergency Management Response Aid Agreements
· Fully adopt the Incident Command System in all exercises and incidents

· Establish a baseline for NIMS compliance through the NIMCAST tool

· Participate in table top or simulation exercise annually in order to evaluate our emergency plan and NIMS capabilities

· Identify educational requirements for all jurisdictional first responders and ensure training is completed in a timely manner

· Identify and type resources in conformance with homeland security standards

· Submit bi-annual progress reports to EMD

Local disciplines (Health, Emergency Medical Services, Law Enforcement, Fire) are responsible for the following:
· Incorporate NIMS into all emergency operations plans

· Participate in jurisdictional exercises and adjust emergency management plans as needed

· Identify individuals who need to attend basic educational training for NIMS and Incident Command
Figure i-A: Identification of NIMS Points of Contact
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Implementation Process
Many of the NIMS implementation activities are tied directly to the other six National Priorities.  Full implementation of NIMS and achievement of this priority can only be accomplished as the other six capabilities are met.  The implementation activities found in this document are those that would be accomplished under this priority and not one of the other six.

The jurisdiction will utilize a four-track approach to address this priority:

· Track 1: Training and Exercise
· Track 2: Policy and Planning

· Track 3: Resource Management

· Track 4: Coordination and Monitoring

Track 1: Training and Exercises

NIMS and NRP elements, concepts, and principles are key components of the state training and exercise and evaluation programs.  The state is reviewing its existing programs to ensure that they are addressing the requirements as outlined in the NIMS.   
· Completion of IS-700 and IS-800

Anticipated Completion: 
Lead: 

The jurisdiction will ensure that appropriate personnel have completed Introduction to NIMS IS-700 and if applicable, the Introduction to NRP IS-800 course.   These courses are available online at EMI’s Independent Study Program: http://training.fema.gov/emiweb/IS/crslist.asp. Upon course completion, course certificates and email verifications are maintained on site for auditing purposes.
· Completion of ICS 100, 200, 300, and 400

Anticipated Completion: 
Lead: 

The jurisdiction will ensure that local-level individuals have completed the required level of ICS training.  Introduction to ICS IS-100 and if applicable, Basic ICS IS-200 training will be completed by the appropriate personnel through EMI’s online Independent Study Program at: http://training.fema.gov/emiweb/IS/crslist.asp or through another approved agency during the ’06 fiscal year.   The NIMS National Standard Curriculum Training Development Guidance, October 2005, will be used to determine equivalencies with other ICS courses to avoid redundancy.
Figure 1-A: Approximate number of personnel that will be trained in the following courses.
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· Update Local Training Programs
Anticipated Completion: 
Lead: 

The jurisdiction will update its training programs to ensure that elements of NIMS, ICS, and the NRP are addressed in current training programs and will ensure that NIMS/ICS is part of the training program for new employees.


Figure 1-B: Identification of Local Training Programs:
	(insert training program)

	(insert training program)

	(insert training program)

	(insert training program)


· Update Local Exercise and Evaluation Program

Anticipated Completion: 
Lead: 

The local exercise plan will be updated to reflect the need to incorporate NIMS/ICS into all local and regional exercises.  The jurisdiction will ensure that it participates in annual exercises that incorporate NIMS/ICS and that an Improvement Plan is forwarded to planning personnel after each exercise so that corrective actions can be incorporated into local mitigation, preparedness, response, and recovery plans.

· Exercise NIMS Integration

Anticipated Completion: 
Lead: 
It is through exercises that the jurisdiction will demonstrate that it has fully integrated NIMS into its response plans and operations.  Exercises will reflect changes made to local plans and large-scale exercises will test the jurisdiction’s ability to operate using NIMS within the NRP structure.
· Provide guidance to municipalities on NIMS-related exercise requirements.
· Anticipated Completion: 
· Conduct EOC drill to test revised EOP.
· Anticipated Completion: 
· Participate in full-scale exercise that escalates to state level.
· Anticipated Completion:

· Participate in an all-hazard exercise program based on NIMS that involves responders from multiple disciplines and jurisdictions.

· Anticipated Completion: 
Track 2: Policy and Planning

Large-scale revisions of existing systems and processes require updates to policies, plans, and processes.  Through local resolution, the jurisdiction has paved the way for the NIMS implementation and integration.  The jurisdiction is undertaking a number of planning activities which support efforts to implement NIMS.  Planning activities include state, local, and tribal efforts.

Figure 2-A: Identification of Local Plans, Procedures and Policies

	(insert plan, procedure, policy)

	(insert plan, procedure, policy)

	(insert plan, procedure, policy)
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	(insert plan, procedure, policy)


· Update Plans

Anticipated Completion: 
Lead: 

The jurisdiction will revise its Emergency Operations Plan and associated support plans and operating procedures to include all relevant and appropriate NIMS and NRP principles, concepts, and procedures.  As part of this process, all standard operating procedures for jurisdiction Emergency Operations Center (EOC) will also be updated, as well as any standard operating procedures developed by departments as a requirement under the Washington Homeland Security Strategy.  These activities will ensure that emergency management system is consistent with NIMS and the NRP.  

· Review ICS Documentation
Anticipated Completion: 
Lead: 

The Jurisdiction will review its use of ICS specific documentation during an incident, to include Incident Action Planning and Common Communications Plans.  The agency will make recommendations to improve the jurisdiction’s management of events consistent with ICS. 
· Establish Plain English Communications Standards
Anticipated Completion: 
Lead: 
Working with law enforcement and response agencies and the MSP/EMD, the jurisdiction will work to establish plain English communication standards for use during exercises and cross-jurisdictional incidents.  The use of plain English commands instead of 10-codes during an incident will allow response organizations to function in a multi-jurisdiction, multi-disciplinary environment.  
· Institutionalize the Public Information System

Anticipated Completion: 
Lead: 

The Public Information System within ICS ensures an organized, integrated, and coordinated mechanism for performing critical emergency information, crisis communications, and public affairs functions.  The Jurisdiction will review its existing public information systems and update it, as required, so that it addresses the components and activities of the ICS Public Information System, to include the Joint Information System (JIS) and the Joint Information Center (JIC).

Track 3: Resource Management

Resource management involves “coordinating and overseeing the application of tools, processes, and systems that provide incident managers with timely and appropriate resources during an incident.”  Mutual aid provides an established system for rapidly deploying standardized interoperable equipment response resources.  EMD will enhance and integrate mutual aid agreements, and tie them into a resource management system for requesting, receiving, and managing emergency response resources.  
· Inventory Local Response Assets

Anticipated Completion: 
Lead: 

The jurisdiction will work with county agencies and municipalities in inventorying local response assets which is intended to help make the resource request and dispatch process more accurate and efficient.   Future activities will include incorporating this inventory into a region wide list.  The jurisdiction will use FEMA’s Resource Typing Definitions format to accurately identify effective resources.  

· Promote Inter-Regional Emergency Management Aid Agreements

Anticipated Completion: 
Lead: 

The jurisdiction will participate in and promote inter-regional and inter-agency emergency management response aid to include private sector and non-governmental organizations.
Track 4: Coordination and Monitoring
Effective communications and information sharing are critical aspects of pre-incident and incident management.  EMD is working to ensure that it has an efficient coordination mechanism that allows for information to be shared with relevant emergency management programs and to be disseminated, as appropriate, to the public.  Through this established coordination mechanism, EMD will gather data to monitor statewide NIMS implementation and NRP integration.
· Maintain Communications between Local and State EOCs

Anticipated Completion: 
Lead: 

The jurisdiction will work with MSP/EMD in reviewing its information sharing capabilities to ensure that a process is in place to maintain connectivity capabilities between local emergency operations centers (EOC), the state EOC, and FEMA regional EOCs and other organizational elements.  The jurisdiction will identify and implement improvements based on this review.

· Monitor local NIMS Implementation against Benchmark

Anticipated Completion: 
Lead: 

Additional NIMCAST assessments will be conducted for the jurisdiction to use the results to monitor NIMS implementation and identify objectives and activities to be undertaken to meet the required capabilities.  One assessment will be conducted in April and a final assessment in September to determine progressed capability.
figure iv-a: Local and Tribal NIMS & EOP Integration Checklist
	EOP Component     Check if..

	
	Does your EOP define the scope of preparedness and incident management activities necessary for your local or tribal jurisdiction?

	
	Does your EOP describe organizational structures, roles and responsibilities, policies, and protocols for providing emergency support?

	
	Does your EOP facilitate response and short-term recovery activities?

	
	Is your EOP flexible enough to use in all emergencies?

	
	Does your EOP have a description of its purpose?

	
	Does your EOP describe the situation and assumptions?

	
	Does your EOP describe the concept of operations?

	
	Does your EOP describe the organization and assignment of responsibilities?

	
	Does your EOP describe administration and logistics?

	
	Does your EOP contain a section that covers the development maintenance of your EOP?

	
	Does your EOP contain authorities and references?

	
	Does your EOP contain functional annexes?

	
	Does your EOP contain hazard-specific appendices?

	
	Does your EOP contain a glossary?

	
	Does your EOP pre-designate functional area representatives to Emergency Operations Center/Multi-agency Coordination System

	
	Does your EOP include pre-incident and post-incident public awareness, education, and communications plans and protocols?


Figure V-A: Compliancy Check list
	Check
	Compliancy Check List

	
	· Adopted NIMS at the Community Level and encouraged NIMS adoption by associations, non-governmental organizations, and private-sector response organizations.

	
	· Developed a timeline for full NIMS implementation

	
	· Managed all emergency incidents and preplanned events in accordance with ICS organizational structures, as defined in NIMS.

	
	· Coordinated and supported emergency incident and event management through the use of integrated multi-agency coordination systems, i.e. EOCs.

	
	· Implemented processes, procedures, and / or plans to communicate timely, accurate information to the public during an incident through a Joint Information System or Center.

	
	· Developed and implemented a system to coordinate all federal preparedness funding to implement NIMS across the community

	
	· Revised and updated plans and SOPs that incorporates NIMS components, principles and policies, to include planning, training, response, exercises, equipment, evaluation, and corrective actions.

	
	· Participated in and promoted intrastate and interagency mutual aid agreements, to include agreements with the private sector and non-governmental organization.

	
	· Completed IS-700: An Introduction to NIMS

	
	· Completed IS-800: An Introduction to the National Response Plan (NRP)

	
	· Completed ICS 100 & ICS 200 Awareness and Basic Incident Command Training for appropriate personnel.

	
	· Incorporated NIMS/ICS into all local and regional training and exercises.

	
	· Participated in a NIMS all-hazard exercise program that involves responders from multiple disciplines and multiple jurisdictions.

	
	· Conducted an assessment of the community’s current incident management capabilities and NIMS efforts using the NIMCAST.

	
	· Inventoried community response assets to conform to the 120 Homeland Security resource typing standards.

	
	· Ensured that all relevant national standards and guidance to achieve equipment, communication, and data interoperability are incorporated into State and Local acquisition programs.

	
	· Applied standardized and consistent terminology, including the establishment of ‘plain English’ communications standards across public safety sector.

	
	· Submitted NIMS Report via Washington State EMD NIMS Reporting Tool (online  - 2 reporting periods each year)


You Are Now NIMS Compliant!
Glossary of Key Terms

Agency.  A division of government with a specific function, that offers a particular kind of assistance.  In ICS, agencies are defined as jurisdictional (having statutory responsibility) or assisting and/or cooperating (providing resources and/or assistance)

Agency Representative.  A person from a specific agency that can speak for and act on behalf of that organization.

Area Command (Unified Area Command).  Established as necessary to provide command authority and coordination for two or more incidents in close proximity.  Area Command works directly with Incident Commanders.  Area Command becomes Unified Area Command when incidents are multi-jurisdictional.  Area Command may be established at an EOC facility or at some location other than an ICP.

Assessment.  The evaluation and interpretation of measurements and other information to provide a basis for decision-making.

Assignments.  Tasks given to resources to perform within a given operational period, based upon tactical objectives in the IAP.

Assistant.  Title for subordinates of the Command Staff principal positions.  The title indicates a level of technical capability, qualifications, and responsibility subordinate to the primary positions.  Assistants may also be used to supervise unit activities at camps.

Assisting Agency.  An agency directly contributing tactical or service resources to another agency.  See also Supporting Agency.

Available Resources.  Resources assigned to an Incident and available for assignment.

Awareness.  The continual process of collecting, analyzing, and disseminating intelligence, information, and knowledge to allow organizations and individuals to anticipate requirements and to react effectively.  
Branch.  The organizational level having functional or geographic responsibility for major parts of incident operations.  The branch level is organizationally between section and division/group in the Operations Section, and between section and units in the Logistics Section.  Branches are identified by the use of Roman numerals or by functional area.

Chain of Command.  A series of command, control, or management positions in order of authority.

Chief.  The ICS title for individuals responsible for command of functional sections: Operations, Planning, Logistics, and Finance/Administration.

Command.  The act of directing, ordering, or controlling by virtue of explicit statutory, regulatory, or delegated authority.

Command Staff.  The Command Staff consists of the Information Officer, Safety Officer, and Liaison Officer.  They report directly to the Incident Commander.  They may have an assistant or assistants, as needed.

Common Operating Picture.  A macro view of the overall situation as reflected by situation reports, aerial photography, and other information or gathered data.

Communications Unit.  An organizational unit in the Logistics Section responsible for providing communication services at an incident.  A Communications Unit may also be a facility (e.g., a trailer or mobile van) used to provide the major part of an Incident Communications Center.

Consequence Management.  Per the National Strategy for Homeland Security, July 2002, and Homeland Security Presidential Directive/HSPD-5, with regard to domestic incidents, the United States Government treats crisis management and consequence management as a single integrated function (referred to as “domestic incident management”) rather than as two separate functions.  Previous definitions of crisis management are not used in the NIMS.

Crisis Management.  Per the National Strategy for Homeland Security, July 2002, and Homeland Security Presidential Directive/HSPD-5, with regard to domestic incidents, the United States Government treats crisis management and consequence management as a single integrated function (referred to as “domestic incident management”) rather than as two separate functions.  Previous definitions of crisis management are not used in the NIMS

Deputy.  A fully qualified individual who, in the absence of a superior, could be delegated the authority to manage a functional operation or perform a specific task.  In some cases, a Deputy could act as relief for a superior and therefore must be fully qualified in the position.  Deputies can be assigned to the Incident Commander, General Staff, and Branch Directors.

Dispatch.  The implementation of a command decision to move a resource or resources from one place to another.

Division.  Divisions are used to divide an incident into geographical areas of operation.  Divisions are identified by alphabetic characters for horizontal applications and, often, by floor numbers when used in buildings.

Emergency.  Any natural or man-caused situation that results in or may result in substantial injury or harm to the population or substantial damage to or loss of property.  As more explicitly defined in the Stafford Act, it is any occasion or instance for which, in the determination of the President, Federal assistance is needed to supplement State and local efforts and capabilities to save lives and to protect property and public health and safety, or to lessen or avert the threat of a catastrophe in any part of the United States

Emergency Operations Centers (EOCs).  Also called Expanded Dispatch, Emergency Command and Control Centers, etc.  EOCs are used in varying ways at all levels of government and within private industry to provide coordination, direction, and control during emergencies.  EOC facilities can be used to house Area Command and MAC Group activities as determined by agency or jurisdiction policy.

Emergency Operations Plan.  The plan that each jurisdiction has and maintains for responding to appropriate hazards.

Emergency Public Information.  Information, which is disseminated primarily in anticipation of an emergency or at the actual time of an emergency and in addition to providing information, frequently directs actions, instructs, and transmits direct orders.

Emergency Response Provider.  Per the Homeland Security Act of 2002, the term includes Federal, State, Tribal, and local emergency public safety, law enforcement, emergency response, emergency medical (including hospital emergency facilities), and related personnel, agencies, and authorities.

Evacuation.  Organized, phased, and supervised dispersal of civilians from dangerous or potentially dangerous areas, and their reception and care in safe areas.

Federal.  Of or pertaining to the Federal Government of the United States of America.

Finance/Administration.  Monitors costs related to the incident.  Provides accounting, procurement, time recording, cost analyses, and overall fiscal guidance.

First Responder.  Police, fire, and emergency medical personnel who first arrive on the scene of an incident and take action to save lives, protect property, and meet basic human needs.  First responders may include Federal, State, or local responders.  

Functional Area.  A major grouping of the functions and tasks that agencies perform in carrying out awareness, prevention, preparedness, response, and recovery activities.

Homeland Security Presidential Directive-5 (HSPD-5).  A Presidential directive issued on February 28, 2003 and intended to enhance the ability of the United States to manage domestic incidents by establishing a single, comprehensive national incident management system.

Incident Action Plan.  Contains objectives reflecting the overall incident strategy, specific tactical actions and supporting information for the next operational period.  The Plan may be oral or written.  When written, the Plan may have a number of forms as attachments (e.g., traffic plan, safety plan, communications plan, and maps).

Incident.  An occurrence, either human caused or by natural phenomena, that requires action by emergency personnel to prevent or minimize loss of life or damage to property and/or natural resources.

Incident Command Post (ICP).  The location at which the primary command functions are executed.  The ICP may be co-located with the incident base or other incident facilities

Incident Command System (ICS).  The Incident Command System (ICS) is the combination of facilities, equipment, personnel, procedures, and communications operating within a common organizational structure, designed to aid in the management of resources at emergency incidents.  It is used for all kinds of emergencies, and is applicable to small as well as very large and complex incidents.  ICS is used by all levels of government (local, State, Tribal, and federal) to organize field level operations.
Incident Commander (IC).  The individual responsible for the management of all incident operations at the incident site.
Incident Management Team (IMT).  The Incident Commander, and appropriate Command and General Staff personnel assigned to an incident.

Incident Objectives.  Statements of guidance and direction necessary for the selection of appropriate strategy(s), and the tactical direction of resources.  Incident objectives are based on realistic expectations of what can be accomplished when all allocated resources have been effectively deployed.  Incident objectives must be achievable and measurable, yet flexible enough to allow for strategic and tactical alternatives.

Information Officer.  A member of the Command Staff responsible for interfacing with the public and media or with other agencies requiring information directly from the incident.  There is only one Information Officer per incident.  The Information Officer may have assistants.

Initial Action.  The actions taken by those responders that are the first to arrive at an incident.

Initial Response.  Resources initially committed to an incident.

Joint Information Center (JIC).  A center established to coordinate the Federal public information activities on-scene.  It is the central point of contact for all news media at the scene of the incident.  Public information officials from all participating Federal agencies should collocate at the JIC.  Public information officials from participating State and local agencies also may collocate at the JIC.

Joint Information System (JIS).  A component of command and incident management under NIMS, which provides a formalized structure—the Joint Information Center (JIC)—that integrates incident information and public affairs into a cohesive organization designed to provide consistent, coordinated, timely information during crisis or incident operations.  The mission of the JIS is to provide a structure and system for developing and delivering coordinated interagency messages; developing, recommending, and executing public information plans and strategies on behalf of the command structure; advising the command structure concerning public affairs issues that could impact an response effort; and controlling rumors and inaccurate information that could undermine public confidence.

Jurisdiction.  The range or sphere of authority.  Public agencies have jurisdiction at an incident related to their legal responsibilities and authority.  Jurisdictional authority at an incident can be political or geographical (e.g., city, county, state, or federal boundary lines) or functional (e.g., law enforcement, public health).

Liaison.  An agency official sent to another agency to facilitate interagency communications and coordination.

Liaison Officer.  A member of the Command Staff responsible for coordinating with representatives from cooperating and assisting agencies.

Local government.  A county, municipality, city, town, township, local public authority, school district, special district, intrastate district, council of governments (regardless of whether the council of governments is incorporated as a nonprofit corporation under State law), regional or interstate government entity, or agency or instrumentality of a local government; an Indian tribe or authorized tribal organization, or in Alaska a Native village or Alaska Regional Native Corporation; a rural community, unincorporated town or village, or other public entity.  (As defined in Section 2 (10) of the Homeland Security Act of 2002, Pub.  L.  107-296, 116 Stat.  2135, et seq.  (2002).)

Logistics.  Provide resources and all other services needed to support the incident.

Logistics Section.  The section responsible for providing facilities, services, and materials for the incident.

Major Disaster.  As defined under the Stafford Act, any natural catastrophe (including any hurricane, tornado, storm, high water, wind-driven water, tidal wave, tsunami, earthquake, volcanic eruption, landslide, mudslide, snowstorm, or drought), or, regardless of cause, any fire, flood, or explosion, in any part of the United States, which in the determination of the President causes damage of sufficient severity and magnitude to warrant major disaster assistance under this Act to supplement the efforts and available resources of States, local governments, and disaster relief organizations in alleviating the damage, loss, hardship, or suffering caused thereby.

Management by Objectives.  In ICS, this is a top-down management activity that involves a three-step process to achieve the incident goal.  The steps are: establishing the incident objectives, selection of appropriate strategy(s) to achieve the objectives, and the tactical direction associated with the selected strategy.  Tactical direction includes: selection of tactics, selection of resources, resource assignments, and performance monitoring.

Mitigation.  Those activities designed to reduce or eliminate risks to persons or property or to lessen the actual or potential effects or consequences of an incident.  Mitigation measures may be implemented prior to, during, or after an incident.  Mitigation measures are often informed by lessons learned from prior incidents. Mitigation involves ongoing actions to reduce exposure to, probability of, or potential loss from hazards.  It may include zoning and building codes, floodplain buyouts, and analysis of hazard-related data to determine where it is safe to build or locate temporary facilities.  Mitigation can include efforts to educate governments, businesses and the public on measures they can take to reduce loss and injury.

Mobilization.  The process and procedures used by all organizations federal, State, tribal, and local for activating, assembling, and transporting all resources that have been requested to respond to or support an incident.

Modular.  The NIMS is designed so that some or all of its components can be tailored to fit the specific requirements of a situation.

Multi-agency Coordination Systems.  Multi-agency coordination systems provide the architecture to support coordination for incident prioritization, critical resource allocation, communications systems integration, and information coordination.  The components of multi-agency coordination systems include facilities; equipment; emergency operation centers (EOCs); specific multi-agency coordination entities; personnel; procedures; and communications. These systems assist agencies and organizations to fully integrate the subsystems of NIMS.  (The term multi-agency coordination system used here is not to be confused with the definition of the MACS as described in NIIMS.)  

Multi-agency Coordination Entity.  A multi-agency coordination entity functions within the broader multi-agency coordination system.  It may establish the priorities among incidents and associated resource allocations; de-conflict agency policies; and provide strategic guidance and direction in support of domestic incident management activities.    

Multi-jurisdiction Incident.  An incident requiring action from multiple agencies that each have jurisdiction to manage certain aspects of an incident.  In ICS these incidents will be managed under Unified Command.

Mutual Aid Agreement.  Written agreement between agencies and/or jurisdictions in which they agree to assist one another upon request, by furnishing personnel and equipment.

National Incident Management System.  A system mandated by HSPD-5 that provides a consistent nationwide approach for Federal, State, Tribal, and local governments to work effectively and efficiently together to prepare for, respond to, and recover from domestic incidents, regardless of cause, size, or complexity.  To provide for interoperability and compatibility among Federal, State, and local capabilities, the NIMS includes a core set of concepts, principles, and terminology.  HSPD-5 identifies these as the incident command system; multi-agency coordination systems; unified command; training; identification and management of resources (including systems for classifying types of resources); qualifications and certifications; and the collection, tracking, and reporting of incident information and incident resources.

National Response Plan.  A plan mandated by HSPD-5 that integrates Federal Government domestic prevention, preparedness, response, and recovery plans into one all-discipline, all-hazards plan.

Operational.  The level between tactical and strategic that merges the on-scene concerns with the overall strategic objectives of incident management.

Operations.  Develops the tactical organization and directs all resources to carry out the IAP.

Operations Section.  The section responsible for all tactical operations at the incident.  Includes branches, divisions and/or groups, Task Forces, Strike Teams, Single Resources, and Staging Areas.

Personnel Accountability.  The ability to account for the location and welfare of personnel.  It is accomplished when supervisors ensure that ICS principles and processes are functional and personnel are working within these guidelines.

Planning Meeting.  A meeting held as needed throughout the duration of an incident to select specific strategies and tactics for incident control operations, and for service and support planning.  On larger incidents, the planning meeting is a major element in the development of the IAP

Planning Section.  Responsible for the collection, evaluation, and dissemination of tactical information related to the incident, and for the preparation and documentation of IAP.  The section also maintains information on the current and forecasted situation, and on the status of resources assigned to the incident.

Planning.  Develops the IAP to accomplish the objectives.  Collects and evaluates the information, and maintains status of assigned resources.  

Preparedness.  The range of deliberate, critical tasks and activities necessary to build, sustain, and improve the capability to protect against, respond to, and recover from domestic incidents.  Preparedness is a continuous process.  Preparedness involves efforts at all levels of government and within the private sector to identify threats, to determine vulnerabilities, to identify required resources.  Within NIMS, preparedness focuses on establishing guidelines, protocols, and standards for planning, training and exercise, personnel qualifications and certification, equipment certification, and publication management

Preparedness organizations.  Preparedness organizations are the range of non-emergency forums for interagency coordination.  Preparedness organizations can include all agencies with a role in incident management, whether its prevention, preparedness, response, or recovery oriented.  They wide variety of committees, planning groups, and other organizations who meet to ensure the proper level of planning, training, equipping and other preparedness requirements within a jurisdiction or area.  A preparedness organization is led by a group of decision makers, sometimes referred to as a MAC Group, that ensures the accomplishment of preparedness requirements.

Prevention.  Actions to avoid an incident, to intervene to stop an incident from occurring, or to mitigate an incident’s effects.  Prevention involves actions to protect lives and property.  It involves applying intelligence and other information to a range of activities that may include such countermeasures as deterrence operations; heightened inspections; improved surveillance and security operations; investigations to determine the full nature and source of the threat; public health and agricultural surveillance and testing processes; immunizations, isolation, or quarantine; and as appropriate specific law enforcement operations aimed at deterring, preempting, interdicting, or disrupting illegal activity, and apprehending potential perpetrators and bringing them to justice.  Prevention also includes measures designed to mitigate damage by reducing or eliminating risks to persons or property or to lessen the potential effects or consequences of an incident.  

Private Sector.  Organizations and entities that are not part of any governmental structure.  It includes for-profit and not-for-profit, and formal and informal structures, including commerce and industry, non-governmental organizations (NGO), and private voluntary organizations (PVO).  

Public Information Officer.  Official at headquarters or in the field responsible for preparing and coordinating the dissemination of public information in cooperation with other responding Federal, State, tribal, and local agencies.

Publications Management.  The publications management subsystem includes materials development, publications control, publications suppliers, and distribution.  The development and distribution of NIMS materials is managed through this subsystem.  Consistent documentation is critical to success, because it ensures that all responders are familiar and comfortable with the documentation used in a particular incident, regardless of the location or the responding agencies involved.

Qualifications and Certification.  This subsystem provides recommended qualifications and certification for those personnel responding to an incident regionally or nationally.  It allows for the development of local minimum standards and national standards for those resources expected to have an intrastate and interstate application.  Standards typically include training, experience, and physical fitness.

Recovery.  The development, coordination, and execution of service- and site-restoration plans; the reconstitution of government operations and services; individual, private-sector, and public-assistance programs to provide housing and to promote restoration; long-term care and treatment of affected persons; additional measures for social, political, environmental, and economic restoration; evaluation of the incident to identify lessons learned; post-incident reporting; and development of initiatives to mitigate the effects of future incidents.  

Recovery Plan.  A plan developed by each State, with assistance from the responding Federal agencies, to restore the affected area.

Response.  Activities that address the short-term, direct effects of an incident.  Response includes immediate actions to save lives, protect property, and meet basic human needs.  Response also includes the execution of emergency operations plans as well as mitigation activities designed to limit the loss of life, personal injury, property damage, and other unfavorable outcomes.  As indicated by the situation, response activities include applying intelligence and other information to lessen the effects or consequences of an incident; increased security operations; continuing investigations into nature and source of the threat; on-going public health and agricultural surveillance and testing processes; immunizations, isolation, or quarantine; and specific law enforcement operations aimed at preempting, interdicting, or disrupting illegal activity, and apprehending actual perpetrators and bringing them to justice.  

Resources.  All personnel and major items of equipment, supplies, and facilities available, or potentially available, for assignment to incident or event tasks on which status is maintained.

Resource Management.  Efficient incident management requires a system to identify available resources at all intergovernmental levels in order to enable timely and unimpeded access to resources needed to prepare for, response to, or recover from an incident.  Resource management under the NIMS includes mutual-aid agreements, the use of special Federal teams, and resource mobilization protocols.

Resources Unit.  Functional unit within the Planning Section responsible for recording the status of resources committed to the incident.  The unit also evaluates resources currently committed to the incident, the impact that additional responding resources will have on the incident, and anticipated resource needs.

Safety Officer.  A member of the Command Staff responsible for monitoring and assessing safety hazards or unsafe situations, and for developing measures for ensuring personnel safety.  The Safety Officer may have assistants.

Supporting Technologies.  Any technology that may be used to support NIMS is included in this subsystem.  Examples of these technologies include ortho-photo mapping, remote automatic weather stations, infrared technology, and communications.

Span of Control.  The supervisory ratio of from three-to-seven individuals, with five-to-one being established as optimum.

Staging Area.  Staging Areas are locations set up at an incident where resources can be placed while awaiting a tactical assignment.  Staging Areas are managed by the Operations Section.

State.  Any State of the United States, the District of Columbia, the Commonwealth of Puerto Rico, the Virgin Islands, Guam, American Samoa, the Commonwealth of the Northern Mariana Islands, and any possession of the United States.  (As defined in section 2 (14) of the Homeland Security Act of 2002, Pub.  L.  107-296, 116 Stat.  2135, et seq.  (2002).)

Strategic.  Strategic elements of incident management are characterized by continuous long-term, high-level planning by senior level organizations.  They involve the adoption of long-range goals and objectives; the setting of priorities; the establishment of budgets and other fiscal decisions; policy development; and the application of measures of performance or effectiveness.

Tactical.  Tactical elements of incident management are characterized by the execution of specific actions or plans in response to an actual incident or, prior to an incident, the implementation of individual or small unit activities, such as training or exercises.  Unified Command and the Incident Command System have traditionally been considered a tactical organizational structure.

Terrorism.  Terrorism includes the unlawful use of force or violence against persons or property to intimidate or coerce a government, the civilian population, or any segment thereof, in furtherance of political or social objectives.

Unified Command.  An application of ICS used when there is more than one agency with incident jurisdiction.  Agencies work together through their designated Incident Commanders at a single ICP to establish a common set of objectives and strategies, and a single IAP.

Unified Area Command.  A Unified Area Command is established when incidents under an Area Command are multi-jurisdictional.  (See Area Command)

Unity of Command.  The concept by which each person within an organization reports to one and only one designated person.

Federal Preparedness Grant Programs
The following Preliminary Grant Programs have been identified by the DHS as 

Environmental protection agency (EPA)
1. Security Enhancement and Emergency Preparedness Planning at Water Utilities
2. EPA Grant and Contract vehicle to move funding from DHS to localities for the regular retrieval of BIO Watch sampling filters and delivery for analysis.

Nuclear Regulatory Commission (NRC)
1. NRC provides pharmaceutical intervention to states with populations within the 10-mile emergency planning zone of commercial nuclear power plants.

Department of Justice (DOJ)

1. State Domestic Preparedness Equipment Support Program

2. Antiterrorism and Emergency Assistance Program

3. Domestic Anti-terrorism Technology Development Program

4. COPS Interoperable Communications Technology Program

Department of Agriculture

1. State Fire Assistance

2. Volunteer Fire Assistance

3. First Responder Initiative

Department of Energy

1. Working Agreement: DOE, the Shoshone-Bannock Tribes and the Idaho National Engineering and Environmental Lab.

2. Environmental Oversight and Monitoring Agreement: Office of Nuclear Energy and the State of Idaho

3. Agreement-in-Principle: Waste Isolation Pilot Plant (DOE), the Western Governors Association and the State of Idaho.

4. Office of Civilian Radioactive Waste Management Training Program

5. Agreement-in-Principle air the State of Texas Energy Conservation Office.

6. Agreement-in-Principle with six counties and the state of Washington.

7. SC Emergency Management Division Agreement-in-Principle Grants.

8. SC Dept of Health and Environmental Control Agreement-in-Principle Grants.

9. Georgia Emergency Management Division Agreement-in-Principle Grants

10. Cooperative Agreement: Western Governors Association, Southern States Energy Board. Mid-West and North East Council of State Governors.

11. Office of River Protection Grant

12. Memorandum of Understanding (MOU): DOE and City of Miamisburg

13. Ohio Field Office MOU with West Valley. NY Volunteer Hose Company.

Tennessee Valley Authority

1. Supplemental Agreements: Tennessee Emergency Management Agency and Alabama Emergency Management Agency, for off-site support of nuclear power plant radiological emergency plans.

Department of Homeland Security (DHS)

1. State Homeland Security Grant Program (SHSGP)

2. Assistance to Firefighters Grant Program

3. Interoperable Communications Equipment Grant

4. SARA Title III Training Program

5. Urban Search and Rescue

6. State and Local Emergency Operation Centers (EOCs)

7. Chemical Stockpile Emergency Preparedness Program

8. Emergency Management Performance Grants (EMPG)

9. Community Emergency Response Teams (CERT)

10. State and Local Emergency Operations Planning Grants

11. Citizen Corp (CCP)

12. Metropolitan Medical Response System (MMRS)

13. National Fire Academy Training Grants 

14. First Responders Grants

Department of Health and Human Services (HHS)

1. Public Health and Social Services Emergency Fund

2. State Rural Hospital Flexibility Program

3. EMS for Children

4. Superfund Hazardous Substances Basic Research and Education

5. Metropolitan Medical Response System (MMRS)

6. Immunization Research, Demonstration, Public Information and Education

7. Surveillance of Hazardous Substance Emergency Events

8. Human Health Studies, Applied Research and Development

9. Bioterrorism Preparedness Programs

Department of Education

1. School Emergency Response and Crisis Management Plan Discretionary Grant Program

Department of the Interior (DOI)

1. Rural Fire Assistance Program
2. Earthquake Hazards Reduction Program

3. Volcano Hazards Reduction Program

Department of Transportation

1. Hazardous Materials Emergency Preparedness Training and Planning Grants

2. Airport Improvement Program

3. Satellite-based Mobile Communications Tracking System for Hazardous Materials

4. Un-tethered Trailer Tracking and Security Project

5. Operation Respond

6. Port Security Grant Program

7. Maritime Transportation Security Act (MTSA) Training

8. Ready Reserve Force

9. Priority Use and Allocation of Shipping Service, Containers and Chassis: Port Facilities, Services for National Security and National Defense Related Operations.

SAMPLE LOCAL GOVERNMENT RESOLUTION

FOR THE ADOPTION OF

THE NATIONAL INCIDENT MANAGEMENT SYSTEM

AT A MEETING OF THE CITY COUNCIL/BOARD OF COMMISSIONERS OF _________ CITY/COUNTY, WASHINGTON, HELD AT ______, ON________,  200__,

RESOLUTION
 - ADOPTING THE NATIONAL INCIDENT MANAGEMENT SYSTEM IN _________ CITY/COUNTY, WASHINGTON

WHEREAS, the City Council/Board of Commissioners of the City/County of City/County, Washington, does hereby find as follows:

WHEREAS, the President in Homeland Security Directive (HSPD)-5, directed the Secretary of the Department of Homeland Security to develop and administer a National Incident Management System (NIMS), which would provide a consistent nationwide approach for Federal, State, and local governments to work together more effectively and efficiently to prevent, prepare for, respond to and recover from domestic incidents, regardless of cause, size or complexity;  

WHEREAS, the collective input and guidance from all Federal, State, and local homeland security partners has been, and will continue to be, vital to the development, effective implementation and utilization of a comprehensive NIMS;

WHEREAS, it is necessary and desirable that all Federal, State, and local emergency agencies and personnel coordinate their efforts to effectively and efficiently provide the highest levels of incident management;   

WHEREAS, to facilitate the most efficient and effective incident management it is critical that Federal, State, and local organizations utilize standardized terminology, standardized organizational structures, interoperable communications, consolidated action plans, unified command structures, uniform personnel qualification standards, uniform standards for planning, training, and exercising, comprehensive resource management, and designated incident facilities during emergencies or disasters;  

WHEREAS, the NIMS standardized procedures for managing personnel, communications, facilities and resources will improve the city's/county's ability to utilize federal funding to enhance local agency readiness, maintain first responder safety, and streamline incident management processes,

WHEREAS, the Incident Command System components of NIMS are already an integral part of various city/county incident management activities, including current emergency management training programs; and 

WHEREAS, the National Commission on Terrorist Attacks (9-11 Commission) recommended adoption of a standardized Incident Command System.

NOW, THEREFORE, BE IT HEREBY PROCLAIMED by the City Council/Board of Commissioners of the City/County of City/County, Washington, that the National Incident Management System (NIMS) is established as the City/County standard for incident management. 

Dated: ____________________
City Council/Board of Commissioners, City/County of City/County, WA
Attest


Clerk, City Council/Board of Commissioners


City/County of City/County, State of Washington
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